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Abstract

Biometric template security receives much attention in recent years. Two major approaches, namely the transform-based approach and the biometric cryptosystem approach, have been proposed to protect the original biometric templates stored in databases. To protect face templates, template binarization is applied in both approaches for different purposes. In the transform-based approach, the original face templates are transformed into binary templates which are stored in database. The binarization process is treated as a one-way transform. Thus it is claimed that the transformed binary templates are secure enough, which will not reveal information of the original templates. In the biometric cryptosystem approach, error-correcting coding methods which require the input to lie in finite fields are employed. The binarization process transforms the original face templates (normally lie in Euclidean space) into binary templates, which lie in a finite field (binary). The binary templates can be input to the coding process for further protection. While binary templates are widely employed in existing schemes to protect face templates, some research issues remain unsolved. First, comparing with the biometric cryptosystem approach which encrypts the transformed binary templates for further protection, the transform-based approach stores the unprotected binary templates in database and claims that it is secure enough. This claim is questionable. Second, binarization process which discretizes the original face templates may reduce template discriminability. A binarization process for maximizing the discriminability of the transformed binary templates is required. And last, the security level of the whole algorithm, including the strength against potential attacks, cancelability, and espe-
cially, the entropy of the generated binary templates, need to be studied. In this thesis, we study and address these three research issues.

To address the first issue, we revisit the claim and propose a novel masquerade attack to break a transform-based face biometric system. In the proposed attack, a fake face image is constructed from the target binary reference template stored in database. The fake face image may "look" different from the original face image, but their binary face templates have a high similarity. To model the binarization process in the transform-based approach, two different scenarios are considered. In the first scenario, it is assumed that the attacker understands the binarization scheme. In the second scenario, we assume the attacker does not know anything about the binarization scheme. Two different attacking schemes are proposed accordingly. Experimental results show that if the attacker understands the binarization algorithm, the constructed fake biometric has an extremely high probability to access the system. Without the knowledge of the binarization algorithm, the constructed fake biometric is much less effective, but still is a serious threat to the system. And it justifies our claim that the unprotected binary templates are not secure enough in the transform-based approach.

To address the binary template discriminability issue, we propose a new binarization scheme by optimizing binary template discriminability. A novel binary discriminant analysis is developed to transform a real-valued template into a binary template. We follow the traditional approach to maximize the between-class variance and minimize the within-class variance to optimize the discriminability of the binary templates. However, in traditional methods, normally differentiation is applied in optimization. In our case, since the objective function is built on binary templates, differentiation is hard to perform. To solve this problem, we construct a continuous function based on the perceptron to optimize binary template discriminability. Our experimental results show that the proposed algorithm improves binary template discriminability and outperforms other binarization schemes.

Finally, we discuss the security and cancelability of the proposed system. We
discuss the system security strength against two popular attacks, namely brute-force attack and smart attack. To evaluate the security strength of the system against smart attacks, we first evaluate the data leakage in the proposed algorithm. After that, two popular smart attack methods, namely masquerade attack and hill-climbing attack, are employed to test the system security strength. To evaluate the security strength against brute-force attacks, the diversity (information content) of the generated binary templates is analyzed. Entropy is used to measure the information content and used as a benchmark. We also propose a new criterion namely distance entropy, which evaluates how hard for an attacker to guess the binary reference template with knowledge of the population distribution. Finally, to evaluate the system cancelability, we perform a series of experiments to evaluate the re-issued binary templates for replacing the compromised templates.
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